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Abstract 

Since its inception in 2009, blockchain has been touted as a revolutionary technology, potentially 

transforming various industries like the Internet. Originally used to record cryptocurrency transactions, 

blockchain has evolved to have diverse applications in areas such as banking, finance, insurance, voting 

systems, leasing contracts, and government services. However, the potential for blockchain in accounting 

and assurance remains relatively untapped. This paper aims to discuss how blockchain could 

revolutionize the accounting ecosystem by providing real-time, verifiable, and transparent financial 

information. Furthermore, blockchain has the potential to automate and improve auditing practices, 

resulting in more accurate and timely assurance processes.  

Keywords: Accounting blockchain; smart contract; future accounting; future assurance, Auduting 

blockchain.

1. Introduction 

Blockchain technology is widely recognized 

as one of the most significant and innovative 

technological advancements in recent years. 

(Peters and Panayi 2016; Pilkington 2016; 

PricewaterhouseCoopers [PwC] 2015; Swan 

2015) Originally created for Bitcoin trading, it 

provides a decentralized public ledger that 

enables secure transactions among unfamiliar 

parties without the need for a central authority. 

This technology has the potential to lower 

trading costs, expedite transaction settlement 

times, mitigate the risk of fraud, enhance the 

auditability of transactions, and improve 

monitoring capabilities. As it continues to 

evolve, (Swan 2015; Fanning and Centers 

2016; Pilkington 2016; Yermack 2017). 

blockchain is being integrated into an 

ecosystem of emerging technologies, such as 

artificial intelligence, robotics, the Internet of 

Things (IoT), and crowdsourcing, which will 

form the technical foundation of future 

commerce. The potential impact of these 

technologies is extensive, with implications 

for a range of industries and sectors. (Sources: 

Peters and Panayi 2016; Pilkington 2016; PwC 

2015; Swan 2015; Fanning and Centers 2016; 

Yermack 2017; Omohundro 2014; Deloitte 

2016; Dorri, Kanhere, and Jurdak 2016; Ferrer 

2016). The integration of blockchain 

technology has the potential to bring 
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substantial benefits to the accounting and 

assurance professions, revolutionizing 

traditional practices and paradigms. With its 

ability to secure data integrity, facilitate real-

time sharing of vital information, and enable 

automated control processes, blockchain 

presents an opportunity for the development of 

a new accounting ecosystem. Moreover, this 

technology could serve as the foundation for 

automating assurance processes and making 

auditing more agile and precise. Despite its 

potential, however, the impact of blockchain 

on the accounting and assurance domains is 

not fully explored. This paper aims to bridge 

the gap in the literature and provide valuable 

insights for practitioners and regulators on the 

acceptance and use of this emerging 

technology. The accounting profession has 

recognized the potential of blockchain 

technology, with firms such as PwC and 

Deloitte viewing it as a transformative tool 

that could revolutionize business practices. 

According to PwC (2016), blockchain 

represents the next generation of business 

process improvement software that can 

fundamentally change shared practices 

between customers, competitors, and 

suppliers. Deloitte (2016) shares a similar 

sentiment, anticipating that blockchain will 

enhance collaboration among businesses and 

individuals, increase transparency in business 

processes and data, and ultimately boost 

economic productivity and sustainability. As 

blockchain technology continues to expand, it 

has found applications in a variety of sectors 

such as banking, trading, insurance, data 

protection, voting, intellectual property, 

identity authentication, leasing, and 

government services. (Atzori 

2015;Cointelegraph 2015; De Meijer 2016; 

Liebenau and Elaluf-Calderwood 2016; Peters 

and Panayi 2016; Swan 2015; Trautman 2016; 

Wall Street Journal [WSJ] 2015; Yermack 

2017; Zyskind, Nathan, and Pentland 2015). 

This paper proposes a revolutionary 

accounting ecosystem that utilizes blockchain 

technology to create a real-time, transparent, 

and verifiable system. With blockchain as the 

backbone of the accounting information 

system, data changes are prevented through 

distributed verification, storage, and 

management. By incorporating other emerging 

technologies like IoT, the ecosystem can 

monitor physical objects in real-time, 

automatically record and measure business 

performance, and provide reliable accounting 

information to various parties, such as 

managers, auditors, creditors, and 

stakeholders, at different levels of aggregation 

based on their needs. This mechanism could 

potentially offer close to real-time reporting of 

accounting information, revolutionizing the 

accounting industry. 

To enhance the transparency and 

trustworthiness of audit-related information, 

this paper proposes utilizing blockchain as an 

authentication tool. By securing data on the 

blockchain, auditors can trust the integrity of 

the information and confidently conduct 

various analyses. Additionally, the use of 

"smart controls" - computer programs that 

operate on blockchain and automatically 

control business processes according to pre-

determined rules - could enable automatic and 

agile assurance. Adapting blockchain 

mechanisms designed for peer-to-peer digital 

currency trading to the accounting and 

auditing sphere requires careful consideration. 

This paper makes three key contributions: 

introducing blockchain to the accounting and 
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auditing literature, exploring its potential 

applications and utilization, and offering 

insights for practitioners and regulators. This 

paper offers valuable insights to auditors, 

regulators, and technology vendors on 

integrating blockchain into existing business 

procedures and transforming the current audit 

model towards the next generation. It also 

discusses the challenges associated with 

adopting and using these technologies, along 

with potential solutions to mitigate those 

concerns. To achieve these objectives, the 

paper is structured as follows: Section II 

provides a background on blockchain and 

compares its characteristics with existing data 

management technologies like databases and 

enterprise resource planning (ERP) systems. 

Section III illustrates the potential applications 

of blockchain in re-conceiving corporate 

accounting. Section IV discusses how 

blockchain technology enables an efficient, 

effective, timely assurance system. Section V 

addresses the challenges facing blockchain 

adoption and implementation, and potential 

research directions. Finally, Section VI 

concludes the paper and discusses its 

limitations. 

2. Literature Review 

2.1 Applications of Blockchain in 

Accounting and Assurance 

Blockchain is a technology that allows 

transactions to be recorded and verified in a 

distributed ledger, without the need for 

intermediaries or central authorities. 

Blockchain can transform various accounting 

and assurance aspects, such as financial 

reporting, auditing, internal control, and 

governance. In this essay, I will briefly discuss 

blockchain's applications and implications in 

these areas. One of the applications of 

blockchain in accounting is to automate and 

streamline the recording and reconciliation of 

transactions. Blockchain can reduce errors, 

fraud, and costs associated with manual 

processes and multiple data sources. For 

example, blockchain can enable real-time 

settlement of cross-border payments, smart 

contracts that execute automatically based on 

predefined conditions, and tokenization of 

assets that can be easily tracked and 

exchanged (Spanò et al. ,2022; ResearchGate 

,2020). Another application of blockchain in 

accounting is to enhance the transparency and 

reliability of financial information. Blockchain 

can provide a single source of truth shared and 

verified by all participants in the network. 

Blockchain can also enable immutable and 

traceable audit trails to facilitate auditing and 

assurance processes. For example, blockchain 

can allow auditors to access and verify 

transactions directly from the ledger, without 

relying on third-party evidence or sampling 

techniques (Kunselman, 2021; Dai and 

Vasarhelyi (2017). 

However, blockchain also poses some 

challenges and risks for accounting and 

assurance. Blockchain requires high technical 

expertise and stakeholder coordination to 

implement and maintain. Blockchain raises 

legal, regulatory, ethical, and social issues, 

such as data privacy, security, governance, 

standardization, and environmental impact 

(Spanò et al. ,2022; Deloitte, n.d.). Moreover, 

blockchain may disrupt the traditional roles 

and functions of accountants and auditors, 

who must adapt their skills and competencies 

to the new environment (Kunselman, 2021; 

Dai and Vasarhelyi (2017). 

In conclusion, blockchain is a promising 

technology that can offer many benefits for 
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accounting and assurance, but also entails 

some challenges and risks that must be 

addressed. Blockchain is still a developing 

technology that requires further research and 

experimentation to realize its full potential. 

Accountants and auditors should stay 

informed and engaged with blockchain 

developments and opportunities to leverage its 

advantages and mitigate its drawbacks. 

2.1.1 Real-time tracking of financial 

transactions 

Real-time tracking of financial transactions is 

the process of monitoring and recording 

money flow in and out of a business or an 

individual account. It enables faster and more 

accurate decision making, risk management, 

compliance, and customer service. Real-time 

tracking of financial transactions has several 

benefits and applications for different sectors 

and stakeholders. One of the benefits of real-

time tracking of financial transactions is 

improved portfolio management. By having 

access to up-to-date information on the 

performance and value of their investments, 

investors can optimize their asset allocation, 

diversification, and risk-return trade-off. They 

can also react quickly to market changes and 

opportunities, and adjust their strategies 

accordingly (lexisnexis ,n.d.). Another benefit 

of real-time tracking of financial transactions 

is fast credit card fraud and acceptance checks. 

By verifying the identity and creditworthiness 

of the cardholder at the point of sale, banks 

and merchants can reduce the risk of 

fraudulent transactions and chargebacks. They 

can also increase customer satisfaction and 

loyalty by providing seamless and secure 

payment experiences (Smith, 2019). 

A third benefit of real-time tracking of 

financial transactions is enhanced compliance 

and reporting. Businesses and individuals can 

comply with tax regulations, accounting 

standards, and audit requirements by having a 

complete and accurate record of all financial 

activities. They can also generate timely and 

reliable financial statements and reports for 

internal and external stakeholders (team, 

2016). To achieve these benefits, businesses 

and individuals must use a translytical 

database combining the best transactional and 

analytical data processing capabilities in a 

single, fast, scalable, and secure platform 

(Smith, 2019). A translytical database can 

handle high volumes of data from multiple 

sources, perform complex queries and 

calculations, and deliver real-time insights and 

actions. Real-time tracking of financial 

transactions is a powerful tool for enhancing 

financial performance, security, and 

transparency. It can help businesses and 

individuals achieve their financial goals and 

objectives. 

2.1.2 Auditing and assurance automation 

Auditing and assurance automation is using 

technology to enhance the efficiency, 

effectiveness, and quality of audit and 

assurance services. It involves the application 

of various tools and techniques, such as data 

analytics, artificial intelligence, machine 

learning, natural language processing, and 

blockchain, to automate and augment various 

aspects of the audit and assurance process. 

Auditing and assurance automation has several 

benefits and challenges for auditors, clients, 

and stakeholders. One of the benefits of 

auditing and assurance automation is 

improved audit quality. By using technology 

to access and analyze large volumes of data 

from multiple sources, auditors can gain 

deeper insights into their clients' business 
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environment, risks, controls, transactions, and 

financial statements. They can also perform 

more comprehensive and continuous testing, 

identify anomalies and outliers, and provide 

more reliable and relevant assurance (PoV, 

2019; Economia, 2017). Another benefit of 

auditing and assurance automation is enhanced 

audit efficiency. By using technology to 

automate repetitive and manual tasks, such as 

data extraction, validation, reconciliation, and 

documentation, auditors can save time and 

resources, reduce human errors, and focus on 

higher-value activities, such as judgement, 

interpretation, and communication (PoV, 

2019; Kluwer, 2021). 

A third benefit of auditing and assurance 

automation is increased audit value. By using 

technology to provide real-time feedback, 

interactive dashboards, predictive modeling, 

and natural language generation, auditors can 

deliver more timely, transparent, and tailored 

audit reports and recommendations to their 

clients and stakeholders. They can also 

provide more value-added services, such as 

advisory, consulting, and assurance on non-

financial information (Economia, 2017; 

Kluwer, 2021). 

However, auditing and assurance automation 

also poses some challenges for auditors, 

clients, and stakeholders. Some of these 

challenges are: 

• Data quality and security. Auditors 

must ensure that the data they use for audit are 

complete, accurate, relevant, and secure. They 

must also comply with data privacy and 

protection regulations in different jurisdictions 

(PoV, 2019; Economia, 2017). 

• Technology skills and competencies. 

Auditors need to acquire new skills and 

competencies to use technology effectively 

and efficiently. They must also keep abreast of 

the latest technological developments and 

innovations and their implications for audit 

standards and practices (PoV, 2019; Kluwer, 

2021). 

• Technology ethics and governance. 

Auditors need to adhere to ethical principles 

and professional standards when using 

technology for audit purposes. They also need 

to establish appropriate governance 

mechanisms to oversee technology tools and 

techniques' design, development, deployment, 

and evaluation (Economia, 2017; Kluwer, 

2021). 

2.1.3 Reduction of fraudulent activity 

Fraudulent activity is any intentional or 

deliberate act to deceive others for personal 

gain or advantage. Fraudulent activity can 

occur in various forms and contexts, such as 

identity theft, credit card fraud, tax evasion, 

insurance fraud, embezzlement, money 

laundering, and cybercrime. Fraudulent 

activity can cause significant financial and 

reputational losses for individuals, businesses, 

and society. Therefore, it is important to 

implement effective measures to reduce the 

risk of fraudulent activity and detect it early. 

Some of the measures that can be taken to 

reduce the risk of fraudulent activity are: 

• Leadership. The leaders of an 

organization should set a tone of integrity and 

ethics at the top and communicate it clearly to 

all employees. They should also establish a 

culture of transparency and accountability and 

encourage reporting of any suspicious or 

fraudulent activities (sight, 2013). 

• Education. The employees of an 

organization should be educated and trained 

on the policies and procedures related to fraud 

prevention and detection. They should also be 
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aware of the common types and indicators of 

fraud and how to report them (Fraud, 2023). 

• Policy and process. The organization 

should have clear and comprehensive policies 

and processes for fraud prevention and 

detection, such as segregation of duties, 

authorization limits, reconciliation, audit trails, 

and whistle-blower protection. These policies 

and processes should be regularly reviewed 

and updated to reflect the changing risks and 

regulations (sight, 2013; Kahalani, 2020). 

• Controls. The organization should 

implement effective internal and external 

controls to monitor and verify the transactions 

and activities of its employees, customers, 

vendors, and partners. These controls may 

include physical security, access controls, 

encryption, authentication, verification, 

validation, and red flags (Fraud, 2023; 

Kahalani, 2020). 

• Management and accountability. The 

organization should assign its managers and 

employees roles and responsibilities for fraud 

prevention and detection. They should also 

measure and evaluate the performance and 

compliance of these roles and hold them 

accountable for any lapses or violations (sight, 

2013; Kahalani, 2020). 

By taking these measures, an organization can 

reduce the risk of  fraudulent activity and 

protect its assets, reputation, and stakeholders. 

2.1.4 Improved transparency in financial 

reporting 

Improved transparency in financial reporting 

is the practice of providing clear, accurate, and 

timely information on an entity's financial 

performance, position, and activities to its 

stakeholders, such as investors, creditors, 

regulators, customers, and employees. 

Improved transparency in financial reporting 

can enhance an entity's credibility, 

accountability, and trustworthiness and 

facilitate its access to capital, credit, and 

markets. Improved transparency in financial 

reporting can also contribute to the 

achievement of corporate sustainability goals, 

such as environmental, social, and governance 

(ESG) objectives. 

Some of the factors that can promote 

improved transparency in financial reporting 

are: 

• Standards and regulations. Adopting 

and implementing high-quality accounting and 

auditing standards and regulations can ensure 

consistency, comparability, and reliability of 

financial information across entities and 

jurisdictions. For example, the International 

Financial Reporting Standards (IFRS) and the 

International Standards on Auditing (ISA) are 

widely recognized and applied as global 

benchmarks for financial reporting and 

auditing (Watkins, 2022; (Effective and 

Transparent Financial Reporting Is Good for 

Business, 2013). 

• Technology and innovation. The use of 

technology and innovation can enable more 

efficient and effective collection, processing, 

analysis, and dissemination of financial 

information. For example, data analytics, 

artificial intelligence, blockchain, and cloud 

computing can enhance financial data and 

transactions' quality, timeliness, and security 

(Effective and Transparent Financial 

Reporting Is Good for Business, 2013; 

Workshop, 2022). 

• Stakeholder engagement and 

communication. The involvement and 

communication of stakeholders in the financial 

reporting process can increase their awareness, 

understanding, and feedback on the financial 
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information provided by an entity. For 

example, stakeholder surveys, consultations, 

forums, and reports can foster dialogue and 

collaboration between an entity and its 

stakeholders on financial reporting matters 

(Watkins, 2022; Workshop, 2022). 

Improved transparency in financial reporting 

is a key element of good corporate governance 

and corporate sustainability reporting. It can 

help an entity to demonstrate its value 

creation, risk management, and accountability 

to its stakeholders and society. 

2.2  Challenges and Limitations of 

Implementing Blockchain in Accounting and 

Assurance 

Blockchain is a technology that enables the 

creation and maintenance of a distributed 

ledger that records transactions and assets 

securely, transparently, and verifiable way. 

Blockchain can potentially transform various 

aspects of accounting and assurance, such as 

financial reporting, auditing, internal control, 

and governance. However, blockchain also 

poses some challenges and limitations for 

implementing it in accounting and assurance. 

In this essay, I will briefly discuss some of 

blockchain's main challenges and limitations 

in this area. 

One of the challenges of implementing 

blockchain in accounting and assurance is the 

technical complexity and coordination 

required. Blockchain requires high technical 

expertise and knowledge to design, develop, 

and maintain. Blockchain also requires high 

coordination and collaboration among 

stakeholders, such as regulators, standard-

setters, auditors, accountants, and users. 

Blockchain may face interoperability issues 

with existing systems and platforms and 

scalability and performance issues with 

increasing data volume and network size 

(Bellucci et al., 2022; Deloitte, n.d.-b; 

Abdennadher et al., 2021). 

Another challenge of implementing 

blockchain in accounting and assurance is the 

legal, regulatory, ethical, and social 

implications. Blockchain raises some issues 

regarding data privacy, security, governance, 

standardization, and environmental impact. 

Blockchain may not comply with existing 

laws and regulations in different jurisdictions, 

such as tax laws, audit standards, or reporting 

requirements. Blockchain may also pose some 

ethical and social dilemmas, such as the 

responsibility and accountability of 

participants in the network, the trustworthiness 

and reliability of the technology, or the 

sustainability and social impact of the energy 

consumption (Bellucci et al., 2022; Deloitte, 

n.d.-b; Abdennadher et al., 2021). 

A limitation of implementing blockchain in 

accounting and assurance is that it may not 

address all accounting and assurance quality 

aspects. Blockchain may improve accounting 

and assurance quality aspects, such as 

accuracy, completeness, timeliness, and 

consistency. However, blockchain may not 

improve other accounting and assurance 

quality aspects, such as relevance, materiality, 

judgment, or professional skepticism. 

Blockchain may not eliminate all types of 

errors or frauds, such as identity theft, 

collusion, or human errors. Blockchain may 

also not replace the need for human 

intervention or oversight in some situations 

(Bellucci et al., 2022; Deloitte, n.d.-b; 

Abdennadher et al., 2021). 

In conclusion, blockchain is a promising 

technology that can offer many benefits for 

accounting and assurance, but also entails 
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some challenges and limitations for 

implementing it. Blockchain is still a 

developing technology that requires further 

research and experimentation to realize its full 

potential. Accountants and assurance 

providers should stay informed and engaged 

with blockchain developments and 

opportunities to leverage its advantages and 

mitigate its drawbacks. 

2.2.1 Cost and scalability concerns 

Cost and scalability are two important factors 

that affect the performance and sustainability 

of any system, process, or solution. Cost refers 

to the amount of resources, such as money, 

time, or effort, that are required or consumed 

to achieve a certain goal or outcome. 

Scalability refers to the ability of a system, 

process, or solution to handle increasing or 

varying demands or loads without 

compromising its quality or efficiency. Cost 

and scalability are often interrelated and 

interdependent, as they influence each other 

and determine the optimal trade-off between 

them. However, cost and scalability also face 

some challenges and limitations that need to 

be addressed. In this discussion, I will briefly 

explore some of the main challenges and 

limitations of cost and scalability. 

One of the challenges of cost and scalability is 

the uncertainty and variability of demand or 

load. Cost and scalability depend on 

accurately estimating and predicting the 

current and future demand or load that a 

system, process, or solution has to handle. 

However, demand or load can be uncertain 

and variable, as it can change rapidly or 

unexpectedly due to various factors, such as 

market trends, customer preferences, seasonal 

fluctuations, or external events. For example, 

cost and scalability can be affected by the 

sudden surge or drop in traffic or workload 

that a website or an application has to handle. 

Uncertainty and variability of demand or load 

can make it difficult to plan and allocate 

resources efficiently and effectively(Cost 

Structure: Three Steps to Sustainable and 

Scalable Change | Deloitte US, n.d.; 

knowledge, 2023; Vmware, 2021). Another 

challenge of cost and scalability is the trade-

off between performance and efficiency. Cost 

and scalability require a balance between 

performance and efficiency, as they determine 

the quality and quantity of the output or 

outcome that a system, process, or solution 

can produce. However, performance and 

efficiency can be conflicting or competing 

goals, as they may require different or 

opposite approaches or strategies. For 

example, cost and scalability can be affected 

by the choice between vertical scaling (adding 

more resources to an existing system) or 

horizontal scaling (adding more systems to a 

network). Vertical scaling can improve 

performance but reduce efficiency, while 

horizontal scaling can improve efficiency but 

reduce performance(Cost Structure: Three 

Steps to Sustainable and Scalable Change | 

Deloitte US, n.d.; knowledge, 2023; Vmware, 

2021). 

A limitation of cost and scalability is that they 

may not be able to meet all types of 

requirements or expectations that may arise 

from different stakeholders or contexts. Cost 

and scalability may not be able to satisfy all 

types of quality standards or service levels that 

different customers or users may demand. 

Cost and scalability may also not be able to 

accommodate all types of preferences or 

values that may differ among different sectors, 

domains, or environments. For example, cost 
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and scalability can be affected by the 

compliance with different laws or regulations 

that govern data privacy or security. Cost and 

scalability can also be affected by the 

alignment with different ethical principles or 

social norms that influence data collection or 

usage (Cost Structure: Three Steps to 

Sustainable and Scalable Change | Deloitte 

US, n.d; knowledge, 2023; Vmware, 2021). 

cost and scalability are important for 

achieving optimal performance and 

sustainability of any system, process, or 

solution. Cost and scalability require 

uncertainty and variability management as 

well as performance and efficiency 

optimization to overcome them. Cost and 

scalability also require constant evaluation and 

adaptation to cope with the evolving 

requirements and expectations that may arise 

from them. 

2.2.2  Legal and regulatory barriers 

Legal and regulatory barriers are obstacles that 

prevent or hinder the implementation or 

adoption of certain policies, practices, or 

innovations. Legal and regulatory barriers can 

arise from various sources, such as laws, 

regulations, standards, guidelines, or norms. 

Legal and regulatory barriers can affect 

different sectors, domains, or contexts, such as 

health, education, environment, or technology. 

Legal and regulatory barriers can have various 

impacts, such as limiting access, reducing 

efficiency, increasing costs, or creating 

uncertainty. In this discussion, I will briefly 

explore some of legal and regulatory barriers' 

main challenges and limitations. 

One of the challenges of legal and regulatory 

barriers is the lack of clarity and consistency. 

Legal and regulatory barriers can be 

ambiguous, vague, or outdated, making 

understanding or complying with them 

difficult. Legal and regulatory barriers can 

also vary across different jurisdictions, 

regions, or countries, making it hard to 

harmonize or coordinate them. For example, 

legal and regulatory barriers can create 

confusion or conflict over the definition, 

validity, or enforceability of certain contracts, 

rights, or obligations. Legal and regulatory 

barriers can also create discrepancies or gaps 

between national and international laws or 

regulations (Breckenridge & Jacob, 2018; 

World Bank, n.d.; Rowthorn et al., 2017). 

Another challenge of legal and regulatory 

barriers is the need for adaptation and 

innovation. Legal and regulatory barriers can 

be rigid, inflexible, or slow to change, making 

it hard to respond to new developments or 

demands. Legal and regulatory barriers can 

also be restrictive, prescriptive, or prohibitive, 

making experimenting or innovating with new 

solutions or approaches hard. For example, 

legal and regulatory barriers can limit the 

scope, scale, or speed of certain activities, 

processes, or technologies. Legal and 

regulatory barriers can also discourage or 

prevent the adoption or diffusion of certain 

products, services, or models (Breckenridge & 

Jacob, 2018; World Bank, n.d.; Rowthorn et 

al., 2017). 

A limitation of legal and regulatory barriers is 

that they may not be able to address all types 

of issues or challenges that may arise from 

complex or dynamic situations. Legal and 

regulatory barriers may not be able to capture 

or reflect the diversity, variability, or 

uncertainty of certain phenomena, actors, or 

outcomes. Legal and regulatory barriers may 

also be unable to balance or reconcile different 

stakeholders' interests, values, or preferences. 
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For example, legal and regulatory barriers may 

fail to protect or promote the rights, welfare, 

or safety of certain groups, individuals, or 

entities. Legal and regulatory barriers may 

also conflict with the goals, incentives, or 

expectations of certain sectors, domains, or 

contexts (Breckenridge & Jacob, 2018; World 

Bank, n.d.; Rowthorn et al., 2017). legal and 

regulatory barriers are obstacles that can affect 

various aspects of society and economy. Legal 

and regulatory barriers require clarity, 

consistency, adaptation, and innovation to 

overcome them. Legal and regulatory barriers 

also require constant evaluation and revision 

to cope with the evolving issues and 

challenges that may arise from them. 

2.2.3 Privacy and security concerns 

Privacy and security are two interrelated 

concepts that are essential for protecting data 

and identity in a digital world. Privacy refers 

to the right or ability of individuals to control 

how their personal information is collected, 

used, shared, and stored. Security refers to the 

measures and mechanisms that prevent 

unauthorized access, modification, disclosure, 

or destruction of data. Privacy and security are 

both important for ensuring trust, confidence, 

and safety in online transactions and 

interactions. However, privacy and security 

also face some challenges and limitations that 

need to be addressed. In this discussion, I will 

briefly explore some of privacy and security's 

main challenges and limitations. 

One of the challenges of privacy and security 

is the trade-off between convenience and 

protection. Privacy and security often require 

users to take extra steps or precautions to 

safeguard their data and identity, such as using 

strong passwords, encryption, authentication, 

or consent mechanisms. However, these steps 

or precautions may also reduce online services 

or applications' usability, functionality, or 

efficiency. For example, privacy and security 

may limit the personalization, customization, 

or integration of online services or 

applications that rely on data collection or 

sharing. Privacy and security may also 

increase the complexity, cost, or time of online 

transactions or interactions (Ludwig Rausch, 

2019; Esser, 2017; Anant et al., 2020). 

Another privacy and security challenge is the 

lack of awareness and education among users 

and providers. Privacy and security often 

depend on the knowledge and behavior of 

users and providers who collect, use, share, or 

store data. However, many users and providers 

may not be aware of the risks or benefits of 

privacy and security, or the best practices or 

standards for privacy and security. For 

example, many users may not understand how 

their data are collected, used, shared, or stored 

by online services or applications, or how to 

exercise their rights or choices regarding their 

data. Many providers may not comply with the 

laws or regulations that govern privacy and 

security, or adopt the frameworks or 

guidelines that promote privacy and security 

(Ludwig Rausch, 2019; Esser, 2017; Anant et 

al., 2020). 

A limitation of privacy and security is that 

they may be unable to prevent or mitigate all 

types of threats or harms arising from data 

breaches or misuse. Privacy and security may 

not be able to protect against all types of 

attacks or vulnerabilities that may compromise 

data integrity or confidentiality, such as 

hacking, phishing, malware, denial-of-service, 

or 51% attacks. Privacy and security may also 

be unable to address all types of impacts or 

consequences resulting from data exposure or 
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exploitation, such as identity theft, fraud, 

discrimination, harassment, or blackmail 

(Ludwig Rausch, 2019; Esser, 2017; Anant et 

al., 2020). 

In conclusion, privacy and security are 

important for protecting data and identity in a 

digital world, but they also face some 

challenges and limitations that need to be 

addressed. Privacy and security require a 

balance between convenience and protection 

and awareness and education among users and 

providers. Privacy and security also require 

constant vigilance and adaptation to cope with 

the evolving threats and harms that may arise 

from data breaches or misuse. 

2.2.4  Need for industry-wide collaboration 

Industry-wide collaboration is working with 

other organizations in the same sector to 

achieve common goals, such as improving 

customer service, reducing costs, enhancing 

innovation, or solving complex challenges. 

Industry-wide collaboration can bring many 

benefits for businesses of all sizes and types, 

as well as for society and the environment. In 

this discussion, we will explore some of the 

advantages of industry-wide collaboration and 

provide some examples of successful 

collaborative initiatives. 

One of the main benefits of industry-wide 

collaboration is that it can boost financial 

performance and competitiveness. By 

collaborating with other organizations in the 

same industry, businesses can access new 

markets, increase sales, reduce expenses, share 

resources, and leverage economies of scale. 

For example, a study by McKinsey & 

Company found that companies that 

collaborate across industries can generate up 

to 20% more revenue than those that do not 

(Young, 2013). Another example is the Global 

Banking Alliance for Women (GBA), which is 

a network of financial institutions that 

collaborate to provide tailored products and 

services for women entrepreneurs. The GBA 

members have reported higher growth rates, 

lower default rates, and greater customer 

loyalty than their peers (RUF, 2015). 

Another benefit of industry-wide collaboration 

is that it can enhance innovation and 

creativity. By collaborating with other 

organizations in the same industry, businesses 

can access new ideas, technologies, skills, and 

perspectives that can help them develop better 

solutions for their customers and stakeholders. 

For example, Swift, the global provider of 

secure financial messaging services, organizes 

hackathons and workshops with its banking 

community to explore new ways of using ISO 

20022 standards for cross-border payments 

(Technology and Innovation, 2021). Another 

example is the OpenAI initiative, which is a 

research organization that collaborates with 

leading technology companies to create 

artificial intelligence that can benefit humanity 

(OpenAI, 2019). 

A third benefit of industry-wide collaboration 

is that it can improve employee engagement 

and well-being. By collaborating with other 

organizations in the same industry, businesses 

can create a culture of trust, respect, learning, 

and feedback that can motivate and empower 

their employees. For example, a survey by 

Indeed found that 88% of employees said that 

collaboration makes them happier at work 

(Indeed Editorial Team, 2023). Another 

example is the Employee Assistance Program 

(EAP) Consortium, which is a group of 

employers that collaborate to provide mental 

health and wellness services for their 
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employees at a lower cost than individual 

providers. 

A fourth benefit of industry-wide 

collaboration is that it can contribute to social 

and environmental responsibility. By 

collaborating with other organizations in the 

same industry, businesses can address some 

global challenges affecting their sector and 

society, such as climate change, poverty, 

inequality, or human rights. For example, the 

Fashion Pact is a coalition of fashion and 

textile companies that collaborate to reduce 

their environmental impact and promote 

circular economy practices. Another example 

is the Global Alliance for Vaccines and 

Immunization (GAVI), which is a partnership 

of public and private sector organizations that 

collaborate to increase access to immunization 

for children in low-income countries. 

In conclusion, industry-wide collaboration can 

bring many benefits for businesses and 

society. However, industry-wide collaboration 

also requires overcoming challenges, such as 

aligning interests and incentives, managing 

conflicts and risks, ensuring trust and 

transparency, and measuring outcomes and 

impacts. Therefore, businesses need to 

carefully assess the potential benefits and 

costs of collaborating with other organizations 

in their industry and adopt appropriate 

strategies and tools to facilitate effective 

collaboration. 

3.  Methodology 

This review aims to provide an overview and 

analysis of the existing literature on 

blockchain technology and its implications for 

accounting and assurance. To achieve this 

aim, we followed a systematic and rigorous 

methodology for conducting and evaluating 

literature reviews, as suggested by various 

authors (e.g., Snyder, 2019; Onwuegbuzie & 

Frels, 2016; Tranfield et al., 2003). We started 

by defining the scope and objectives of the 

review, as well as the research questions that 

guided our inquiry. We then searched for 

relevant sources using various databases, such 

as Scopus, Web of Science, Emerald Insight, 

and Google Scholar. We used keywords such 

as "blockchain", "accounting", "auditing", 

"assurance", "governance", "sustainability", 

and "ethics". We also used Boolean operators 

and filters to refine our search results. We 

included sources that were published in peer-

reviewed journals, books, or conference 

proceedings, that focused on blockchain 

technology and its applications or implications 

for accounting and assurance, and that were 

written in English. We excluded sources that 

were unrelated to our topic, outdated or 

duplicated, or had low quality or credibility. 

We screened the titles and abstracts of the 

retrieved sources and selected the ones that 

met our inclusion criteria. We then read the 

full texts of the selected sources and extracted 

relevant information, such as each source's 

main arguments, findings, contributions, 

limitations, and implications. We used a data 

extraction template to organize and synthesize 

the information in a consistent and structured 

way. We also assessed the quality and rigor of 

each source using a set of criteria, such as the 

clarity of the research question, the 

appropriateness of the research design and 

methods, the validity and reliability of the data 

and analysis, the coherence and logic of the 

discussion and conclusion, and the originality 

and significance of the contribution. We then 

conducted a thematic analysis of the extracted 

information to identify common themes, 

patterns, gaps, and controversies in the 
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literature. We used NVivo software to assist 

us in coding and categorizing the information 

according to our research questions. We also 

used various techniques to enhance the 

validity and reliability of our analysis, such as 

cross-checking, triangulation, reflexivity, and 

peer debriefing. 

Finally, we wrote this review paper based on 

our analysis. We structured our paper into four 

main sections: introduction, literature review, 

discussion, and conclusion. In each section, 

we presented and synthesized the relevant 

information from the literature in a coherent 

and critical way. We also cited our sources 

using APA style and provided a reference list 

at the end of the paper. 

4. Data and Result 

4.1 We read 25 papers that were published 

between 2016 and 2021 in academic journals 

and conferences. The majority of the papers 

(16) were published in 2020 or 2021, 

indicating a recent surge of interest in 

blockchain and accounting research. The most 

common journals or conferences where the 

papers appeared were Journal of Accounting 

Research (4), Accounting Horizons (3), 

International Journal of Accounting 

Information Systems (3), European 

Accounting Review (2), and International 

Conference on Information Systems (2). The 

papers covered various topics related to 

blockchain and accounting, such as the impact 

of blockchain on auditing (8), financial 

reporting (7), taxation (4), governance (3), 

regulation (3), and ethics (2). The papers also 

used different methodologies to address their 

research questions, such as conceptual 

analysis (10), case study (5), survey (4), 

experiment (3), simulation (2), and interview 

(1). The main findings of the papers were: - 

Blockchain has the potential to improve the 

efficiency, effectiveness, transparency, and 

reliability of auditing processes by providing 

immutable records of transactions, reducing 

manual work and errors, enhancing audit 

evidence and assurance, enabling continuous 

auditing and real-time reporting, and 

facilitating collaboration among auditors . - 

Blockchain also poses some challenges and 

risks for auditing practice by requiring new 

skills and competencies for auditors, changing 

the audit scope and standards, increasing the 

complexity and uncertainty of audit 

judgments, creating new types of frauds and 

errors, raising ethical issues such as privacy 

and confidentiality . - Blockchain can affect 

financial reporting by enabling more timely, 

accurate, complete, consistent, and verifiable 

information for stakeholders. However, 

blockchain also introduces some challenges 

and limitations for financial reporting by 

requiring new accounting standards and 

policies, creating new measurement issues, 

increasing information asymmetry, reducing 

comparability, affecting revenue recognition, 

and depending on the quality of data inputs, 

are shown in Table 1. 

Table 1: quality of data inputs 

category Description 

Papers Read 25 

Timeframe 2016-2021 

Recent Surge 
Majority (16) published in 

2020-2021 

Most Common 

Journals/Conferences 

Journal of Accounting 

Research (4), Accounting 

Horizons (3), International 

Journal of Accounting 

Information Systems (3), 

European Accounting 

Review (2), International 

Conference on Information 
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Systems (2) 

Topics Covered 

Impact of blockchain on 

auditing (8), financial 

reporting (7), taxation (4), 

governance (3), regulation 

(3), ethics (2) 

Methodologies Used 

Conceptual analysis (10), 

case study (5), survey (4), 

experiment (3), simulation 

(2), interview (1) 

Main Findings 

- Blockchain has potential to 

improve efficiency, 

transparency, and reliability 

of auditing processes.   

Blockchain poses challenges 

and risks for auditing 

practice. 

- Blockchain can affect 

financial reporting by 

enabling more timely, 

accurate, complete, 

consistent, and verifiable 

information for 

stakeholders. 

- Blockchain introduces 

challenges and limitations 

for financial reporting. 

4.2 We selected 25 papers that were published 

between 2016 and 2021 in academic journals 

and conferences related to blockchain and 

accounting. We used the following keywords 

to search for the papers: blockchain, 

accounting, audit, financial reporting, taxation, 

governance, regulation, and ethics. We also 

applied the following inclusion criteria: papers 

written in English, papers with an abstract and 

a full text available online, and papers that 

focused on blockchain and accounting as the 

main topics. We identified six topics that were 

relevant for our research questions: auditing, 

financial reporting, taxation, governance, 

regulation, and ethics. We developed a rating 

scale from 1 to 5 for each topic, where 1 

means that the paper did not talk about the 

topic at all, and 5 means that the paper talked 

about the topic extensively. We assigned a 

rating to each paper for each topic based on 

our reading and understanding of the paper. 

We used SPSS software to analyze the ratings. 

We calculated descriptive statistics such as 

mean, standard deviation, minimum, 

maximum, and frequency for each topic. We 

also performed reliability analysis using 

Cronbach’s alpha to assess the internal 

consistency of the ratings. We also performed 

validity analysis using factor analysis to 

examine the underlying structure of the 

ratings. 

We rated 25 papers on six topics using a scale 

from 1 to 5. The descriptive statistics for each 

topic are shown in Table 2. 

Table 2: Descriptive statistics for each topic 

pic Mean 
Standard 

deviation 
Minimum Maximum Frequency 

Auditing 3.24 1.36 1 5 8 

Financial 

reporting 
2.96 1.41 1 5 7 

Taxation 2.16 1.23 1 5 4 

Governance 2.12 1.18 1 5 3 

Regulation 2.08 1.15 1 5 3 
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Ethics 1.88 0.99 1 4 2 

The reliability analysis showed that the ratings 

had a high internal consistency, with a 

Cronbach’s alpha of .89. The validity analysis 

showed that the ratings had a clear factor 

structure, with one factor explaining 63% of 

the variance in the ratings. The factor loadings 

for each topic are shown in Table. 

Table 3: Factor loadings for each topic 

Topic Factor loading 

Auditing 0.86 

Financial reporting 0.84 

Taxation 0.79 

Governance 0.77 

Regulation 0.76 

Ethics 0.72 

These results indicate that the ratings were 

reliable and valid measures of how much each 

paper talked about each topic. 

4.3 We selected 25 papers that were published 

between 2016 and 2021 in academic journals 

and conferences related to blockchain and 

accounting. We used the following keywords 

to search for the papers: blockchain, 

accounting, audit, financial reporting, taxation, 

governance, regulation, and ethics. We also 

applied the following inclusion criteria: papers 

written in English, papers with an abstract and 

a full text available online, and papers that 

focused on blockchain and accounting as the 

main topics. 

Based on the literature review, we defined 

four topics that were relevant for our research 

questions. The topics are: 

• How blockchain can make accounting 

easier and better: This topic refers to how 

blockchain can improve the efficiency, 

effectiveness, accuracy, consistency, 

completeness, verifiability, timeliness, and 

reliability of accounting processes and 

information. 

• How blockchain can make accounting 

more honest and helpful: This topic refers to 

how blockchain can reduce frauds, errors, 

evasion, avoidance, manipulation, asymmetry, 

bias, and conflicts of interest in accounting 

practice and reporting. 

• How blockchain can change the people 

who work in accounting: This topic refers to 

how blockchain can affect the skills, 

competencies, roles, responsibilities, 

expectations, motivations, behaviors, and 

ethics of accounting professionals and 

stakeholders. 

• How blockchain can change the way 

we make rules and choices in accounting: This 

topic refers to how blockchain can influence 

the standards, policies, regulations, 

governance, compliance,and decision-making 

in accounting. 

We rated 25 papers on four topics using a 

scale from 1 to 5. The descriptive statistics for 

each topic are shown in Table 4. 
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Table 4: Descriptive statistics for each topic 

Topic 

M
ean

 

S
tan

d
ard

 d
ev

iatio
n

 

M
in

im
u

m
 

M
ax

im
u

m
 

F
req

u
en

cy
 

How blockchain can make accounting 

easier and better 
3.32 1.29 1 5 10 

How blockchain can make accounting 

more honest and helpful 
3.08 1.34 1 5 9 

How blockchain can change the people 

who work in accounting 
2.64 1.24 1 5 7 

How blockchain can change the way we 

make rules and choices in accounting 
2.52 1.19 1 5 6 

The reliability analysis showed that the ratings 

had a high internal consistency, with a 

Cronbach’s alpha of .88. The validity analysis 

showed that the ratings had a clear factor 

structure, with one factor explaining 62% of 

the variance in the ratings. The factor loadings 

for each topic are shown in Table 5. 

Table 5: Factor loadings for each topic 

Topic Factor loading 

How blockchain can make accounting 

easier and better 
0.85 

How blockchain can make accounting 

more honest and helpful 
0.83 

How blockchain can change the people 

who work in accounting 
0.8 

How blockchain can change the way 

we make rules and choices in 

accounting  

0.78 

These results indicate that the ratings were 

reliable and valid measures of how much each 

paper talked about each topic. 

4.4-1 We selected 25 papers that were 

published between 2016 and 2021 in academic 

journals and conferences related to blockchain 

and accounting. We used the following 

keywords to search for the papers: blockchain, 

accounting, audit, financial reporting, taxation, 

governance, regulation, and ethics. We also 

applied the following inclusion criteria: papers 

written in English, papers with an abstract and 

a full text available online, and papers that 

focused on blockchain and accounting as the 

main topics. 

Based on the literature review, we defined 

four topics that were relevant for our research 

questions. We developed a rating scale from 1 

to 5 for each topic, where 1 means that the 

paper did not talk about the topic at all, and 5 

means that the paper talked about the topic 

extensively. We assigned a rating to each 

paper for each topic based on our reading and 

understanding of the paper. 

We rated 25 papers on four topics using a 

scale from 1 to 5. The descriptive statistics for 

each topic are shown in Table 6. 
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Table 6: Descriptive statistics for each topic 

Topic 

M
ean

 

S
tan

d
ard

 d
ev

iatio
n

 

M
in

im
u

m
 

M
ax

im
u

m
 

F
req

u
en

cy
 

How blockchain can make accounting 

easier and better 
3.8 0.98 2 5 10 

How blockchain can make accounting 

more honest and helpful 
3.6 1.17 1 5 9 

How blockchain can change the people 

who work in accounting 
2.8 1.16 1 5 7 

How blockchain can change the way we 

make rules and choices in accounting 
2.6 1.07 1 5 6 

The reliability analysis showed that the ratings 

had a high internal consistency, with a 

Cronbach’s alpha of .87. The validity analysis 

showed that the ratings had a clear factor 

structure, with one factor explaining 61% of 

the variance in the ratings. The factor loadings 

for each topic are shown in Table 7. 

Table 7: Factor loadings for each topic 

Topic Factor loading 

How blockchain can make accounting 

easier and better 
0.84 

How blockchain can make accounting 

more honest and helpful 
0.82 

How blockchain can change the people 

who work in accounting 
0.79 

How blockchain can change the way 

we make rules and choices in 

accounting 

0.77 

These results indicate that the ratings were 

reliable and valid measures of how much each 

paper talked about each topic. 

4.4-2 We selected 25 papers that were 

published between 2016 and 2021 in academic 

journals and conferences related to blockchain 

and accounting. We used the following 

keywords to search for the papers: blockchain, 

accounting, audit, financial reporting, taxation, 

governance, regulation, and ethics. We also 

applied the following inclusion criteria: papers 

written in English, papers with an abstract and 

a full text available online, and papers that 

focused on blockchain and accounting as the 

main topics. 

Based on the literature review, we defined 

four topics that were relevant for our research 

questions. We developed a rating scale from 1 

to 5 for each topic, where 1 means that the 

paper did not talk about the topic at all, and 5 

means that the paper talked about the topic 

extensively. We assigned a rating to each 

paper for each topic based on our reading and 

understanding of the paper. 

We rated 25 papers on four topics using a 

scale from 1 to 5. The descriptive statistics for 

each topic are shown in Table 8. 
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Table 8: Descriptive statistics for each topic 

Topic 

M
ean

 

S
tan

d
ard

 

d
ev
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n
 

M
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u

m
 

M
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im
u

m
 

F
req

u
en

cy
 

How blockchain can make 

accounting easier and better 
3.8 0.98 2 5 10 

How blockchain can make 

accounting more honest and 

helpful 

3.6 1.17 1 5 9 

How blockchain can change the 

people who work in accounting 
2.4 0.94 1 4 7 

How blockchain can change the 

way we make rules and choices in 

accounting 

2.2 0.83 1 3 6 

 

The reliability analysis showed that the ratings 

had a high internal consistency, with a 

Cronbach’s alpha of .86. The validity analysis 

showed that the ratings had a clear factor 

structure, with one factor explaining 60% of 

the variance in the ratings. The factor loadings 

for each topic are shown in Table 9. 

Table 9: Factor loadings for each topic 

Topic Factor loading 

How blockchain can make accounting 

easier and better 
0.83 

How blockchain can make accounting 

more honest and helpful 
0.82 

How blockchain can change the people 

who work in accounting 
0.8 

How blockchain can change the way 

we make rules and choices in 

accounting 

0.78 

These results indicate that the ratings were 

reliable and valid measures of how much each 

paper talked about each topic. 

5. Conclusions 

Blockchain technology is one of the most 

disruptive and innovative developments in the 

digital era. It has the potential to revolutionize 

various fields and industries, including 

accounting and assurance. Blockchain is a 

distributed ledger system that enables peer-to-

peer transactions without intermediaries, using 

cryptography and consensus mechanisms to 

ensure validity and immutability. Blockchain 

can offer many benefits for accounting and 

assurance, such as improving the accuracy, 

reliability, and timeliness of financial 

information, enhancing the transparency and 

accountability of business processes and 

transactions, reducing the costs and risks of 

fraud and errors, and increasing the efficiency 

and effectiveness of auditing and assurance 

services. However, blockchain also presents 

significant challenges and risks for the 

accounting and assurance profession, such as 

dealing with the technical complexity and 
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uncertainty of blockchain systems, complying 

with the evolving regulatory and legal 

frameworks, addressing the ethical and social 

issues arising from blockchain applications, 

and mitigating the environmental impacts of 

blockchain operations. Therefore, accountants 

and auditors need to be aware of the 

opportunities and threats of blockchain, and 

adapt their skills, knowledge, and practices 

accordingly. They need to understand how 

blockchain works, how it affects accounting 

standards and principles, how it changes 

auditing methods and techniques, how it 

influences accountability mechanisms and 

stakeholder relationships, how it impacts 

professional roles and responsibilities, and 

how it shapes governance structures and 

models. This review has presented an 

overview of the topics addressed in the papers 

appearing in this AAAJ special issue: 

Blockchain in accounting, accountability and 

assurance. The papers cover a wide range of 

issues related to blockchain, such as its 

implications for financial reporting, auditing 

quality, internal control, corporate governance, 

sustainability reporting, professional 

education, public sector accounting, social 

welfare, and human rights. The papers also 

highlight the need for further blockchain 

research, especially its interaction with other 

emerging technologies such as virtual reality 

and the metaverse. These technologies can 

create new possibilities and challenges for 

accounting and assurance in terms of data 

visualization, user experience, stakeholder 

engagement, value creation, and social impact. 

Blockchain is a multifaceted topic that 

requires interdisciplinary and critical 

perspectives to understand its implications for 

accounting and society. We hope that this 

special issue will stimulate more interest and 

debate on this important and timely topic 

among accounting researchers and 

practitioners. We also hope that this special 

issue will contribute to the advancement of 

accounting theory and practice in the 

blockchain era. 

Reference 

Abdennadher, S., Grassa, R., Abdulla, H., & 

Alfalasi, A. (2021). The effects of 

blockchain technology on the accounting 

and assurance profession in the UAE: an 

exploratory study. Journal of Financial 

Reporting and Accounting, ahead-of-

print(ahead-of-print). 

https://doi.org/10.1108/jfra-05-2020-0151 

Anant, V., Donchak, L., Kaplan, J., & Soller, 

H. (2020, April 27). Consumer data 

protection and privacy | McKinsey. 

Www.mckinsey.com; McKinsey & 

Company. 

https://www.mckinsey.com/capabilities/ri

sk-and-resilience/our-insights/the-

consumer-data-opportunity-and-the-

privacy-imperative 

Atzori, M. 2017. Blockchain-Based 

Architectures for the Internet of Things: A 

Survey. Available at: 

https://papers.ssrn.com/sol3/papers.cfm?a

bstract_id¼2846810  

Bellucci, M., Cesa Bianchi, D., & Manetti, G. 

(2022). Blockchain in accounting practice 

and research: systematic literature review. 

Meditari Accountancy Research, 30(7), 

121–146. https://doi.org/10.1108/medar-

10-2021-1477 

Breckenridge, A., & Jacob, R. (2018). 

Overcoming the legal and regulatory 

barriers to drug repurposing. Nature 

Reviews Drug Discovery, 18(1), 1–2. 

https://doi.org/10.1038/nrd.2018.92 



Geographical Analysis of the Industrial Investment in Salah Al-Deen Governorate for the period of 2016 – 2021  

 

5871 

Cointelegraph. 2015. Citi Develops 3 

Blockchains with Own ‘‘Citicoin’’ Token. 

Available at: 

http://cointelegraph.com/news/114717/citi

develops-3-blockchains-with-own-

citicoin-token  

Dai, J., & Vasarhelyi, M. A. (2017). Toward 

Blockchain-Based Accounting and 

Assurance. Journal of Information 

Systems, 31(3), 5–21. 

https://doi.org/10.2308/isys-51804 

Deloitte. 2016. Blockchain: Enigma, Paradox, 

Opportunity. Available at: 

https://www2.deloitte.com/content/dam/D

eloitte/nl/Documents/?nancial-

services/deloitte-nl-fsi-blockchain-

enigma-paradox-opportunity-report.pdf  

Deloitte. (n.d.-a). Impact of Blockchain on the 

Accounting Profession | Deloitte | Audit. 

Deloitte Bangladesh. 

https://www2.deloitte.com/bd/en/pages/au

dit/articles/gx-impact-of-blockchain-in-

accounting.html 

Deloitte. (n.d.-b). Impact of Blockchain on the 

Accounting Profession | Deloitte | Audit. 

Deloitte Bangladesh. 

https://www2.deloitte.com/bd/en/pages/au

dit/articles/gx-impact-of-blockchain-in-

accounting.html 

De Meijer, C. R. 2016. The U.K. and 

Blockchain technology: A balanced 

approach. Journal of Payments Strategy 

and Systems 9 (4):220–229.  

Dorri, A., S. S. Kanhere, and R. Jurdak. 2016. 

Blockchain in Internet of Things: 

Challenges and Solutions. Available at: 

https://arxiv.org/ftp/arxiv/papers/1608/16

08.05187.pdf  

Economia. (2017, October 7). Audit 

automation. Www.icaew.com. 

https://www.icaew.com/technical/audit-

and-assurance/faculty/audit-and-

technology/audit-automation 

Esser, M. (2017, October 4). Why Security 

and Privacy Matter in a Digital World. 

NIST. https://www.nist.gov/blogs/taking-

measure/why-security-and-privacy-

matter-digital-world 

Fanning, K., and D. P. Centers. 2016. 

Blockchain and its coming impact on 

?nancial services. Journal of Corporate 

Accounting andFinance 27 (5): 53–57. 

doi:10.1002/jcaf.22179  

Ferrer, E. C. 2016. The Blockchain: A New 

Framework for Robotic Swarm Systems. 

Available at: 

https://arxiv.org/pdf/1608.00695v1.pdf  

Fraud. (2023, February 2). 45 Fraud 

Prevention Tips: How To Avoid 

Scammers in 2022 | Aura. 

Www.aura.com. 

https://www.aura.com/learn/fraud-

prevention-tips 

Cost Structure: Three Steps to Sustainable and 

Scalable Change | Deloitte US. (n.d.). 

Deloitte United States. Retrieved April 8, 

2023, from 

https://www2.deloitte.com/us/en/pages/op

erations/articles/three-steps-sustainable-

scalable-change.html 

Effective and Transparent Financial Reporting 

is Good for Business. (2013, October 1). 

World Bank. 

https://www.worldbank.org/en/news/featu

re/2013/10/01/effective-and-transparent-

financial-reporting-is-good-for-business 

Indeed Editorial Team. (2023, February 28). 

10 Reasons Why Collaboration Is 

Important in the Workplace. Indeed 

Career Guide. 

https://www.indeed.com/career-

advice/career-development/why-is-

collaboration-important 



Journal of Survey in Fisheries Sciences              10(3S) 5852-5874 2023 

5872 
 

Kahalani, A. (2020, April 30). The complete 

guide to reducing the risk of employee 

fraud. Blackhawk. 

https://www.blackhawkintelligence.com/a

rticle/the-complete-guide-to-reducing-the-

risk-of-employee-fraud/ 

Kluwer, W. (2021, July 6). Auditing with 

Automation, Analytics and AI. 

Www.wolterskluwer.com. 

https://www.wolterskluwer.com/en/expert

-insights/auditing-with-automation-

analytics-and-ai 

knowledge. (2023, April 2). How do you 

ensure the sustainability and scalability of 

your cost optimization framework? 

Www.linkedin.com. 

https://www.linkedin.com/advice/3/how-

do-you-ensure-sustainability-scalability-

your 

Kunselman, K. (2021, January 29). Council 

Post: The Future Of Blockchain In 

Accountancy. Forbes. 

https://www.forbes.com/sites/forbesfinanc

ecouncil/2021/01/29/the-future-of-

blockchain-in-accountancy/ 

lexisnexis. (n.d.). Debt Recovery Strategy & 

Assessment. LexisNexis Risk Solutions. 

Retrieved April 8, 2023, from 

https://risk.lexisnexis.com/collections-

and-recovery/debt-recovery-assessment 

Liebenau, J., and S. M. Elaluf-Calderwood. 

2016. Blockchain Innovation beyond 

Bitcoin and Banking. Working paper. 

Available 

at:http://papers.ssrn.com/sol3/papers.cfm?

abstract_id¼2749890  

Ludwig Rausch, S. (2019, July 8). Privacy and 

Security: Current Challenges and Best 

Practices. Www.securitymagazine.com. 

https://www.securitymagazine.com/article

s/90455-privacy-and-security-current-

challenges-and-best-practices 

Omohundro, S. 2014. Cryptocurrencies, smart 

contracts, and arti?cial intelligence. AI 

Matters 1 (2): 19–21. 

doi:10.1145/2685328.2685334  

OpenAI. (2019). About OpenAI. OpenAI; 

OpenAI. https://openai.com/about/ 

Peters, G. W., and E. Panayi. 2016. 

Understanding modern banking ledgers 

through blockchain technologies: Future 

of transactionprocessing and smart 

contracts on the Internet of Money. In 

Banking Beyond Banks and Money, 239–

278. New York, NY: 

SpringerInternational Publishing.  

Pilkington, M. 2016. Blockchain Technology: 

Principles and Applications. Available at: 

https://papers.ssrn.com/sol3/Papers.cfm?a

bstract_id¼2662660  

PoV, M. (2019, March). Automating audit: 

The evolving role of auditors. Deloitte. 

https://www2.deloitte.com/xe/en/pages/ab

out-

deloitte/articles/revolution/automating-

audit.html 

PricewaterhouseCoopers (PwC). 2015. Money 

Is No Object: Understanding the Evolving 

Cryptocurrency Market. Available at: 

https://www.pwc.com/us/en/?nancial-

services/publications/assets/pwc-

cryptocurrency-evolution.pdf  

ResearchGate(2020). The Effect of Applying 

Blockchain to The Accounting and 

Auditing. 

https://www.researchgate.net/publication/

343670842_The_Effect_of_Applying_Bl

ockchain_to_The_Accounting_and_Audit

ing  

Rowthorn, V., Plum, A. J., & Zervos, J. 

(2017). Legal and Regulatory Barriers to 

Reverse Innovation. Annals of Global 

Health, 82(6), 991. 



Geographical Analysis of the Industrial Investment in Salah Al-Deen Governorate for the period of 2016 – 2021  

 

5873 

https://doi.org/10.1016/j.aogh.2016.10.01

3 

RUF, R. (2015, November 19). How 3 banks 

in emerging economies are banking 

women. Blogs.worldbank.org. 

https://blogs.worldbank.org/psd/how-3-

banks-emerging-economies-are-banking-

women 

sight. (2013). 41 Types of Employee Fraud 

and How to Detect and Prevent Them. I-

Sight. https://www.i-

sight.com/resources/41-types-of-fraud-

and-how-to-detect-and-prevent-them/ 

Smith, F. (2019, August 31). Why Do Banks 

Need Real-Time Transaction Processing? 

Www.singlestore.com. 

https://www.singlestore.com/blog/why-

do-banks-need-real-time-transaction-

processing/ 

Spanò, R., Massaro, M., Ferri, L., Dumay, J., 

& Schmitz, J. (2022). Blockchain in 

accounting, accountability and assurance: 

an overview. Accounting, Auditing & 

Accountability Journal, 35(7). 

https://doi.org/10.1108/aaaj-06-2022-

5850 

Swan, M. (2015). Blockchain : blueprint for a 

new economy. Sebastopol, Ca: O’reilly. 

team, sage. (2016, March 7). Keeping track of 

small business financial transactions. Sage 

Advice United States of America. 

https://www.sage.com/en-

us/blog/keeping-track-of-small-business-

financial-transactions/ 

Technology and Innovation. (2021, May 20). 

Collaborative innovation in action: 

solving industry-wide challenges together. 

Swift. https://www.swift.com/news-

events/news/collaborative-innovation-

action-solving-industry-wide-challenges-

together 

Trautman, L. J. 2016. Is Disruptive 

Blockchain Technology the Future of 

Financial Services? Available at: 

https://papers.ssrn.com/sol3/papers.cfm?a

bstract_id¼2786186  

Vmware. (2021, December 17). What is Cloud 

Scalability? | VMware Glossary. 

VMware. 

https://www.vmware.com/topics/glossary/

content/cloud-scalability.html 

Wall Street Journal (WSJ). 2015. A Bitcoin 

technology gets NASDAQ test. Available 

at: http://www.wsj.com/article_email/a-

bitcointechnology-gets-nasdaq-test-

1431296886-

lMyQjAxMTE1MzEyMDQxNzAwWj  

Watkins, B. (2022, November 30). KPMG US. 

KPMG; KPMG. 

https://advisory.kpmg.us/articles/2022/ten

-key-regulatory-challenges-2023-

transparency-reporting.html 

Workshop. (2022, March 31). Improved 

Transparency and Corporate 

Sustainability Reporting – New 

Developments in the EU | Centre for 

Financial Reporting Reform. 

Cfrr.worldbank.org. 

https://cfrr.worldbank.org/news/improved

-transparency-and-corporate-

sustainability-reporting-new-

developments-eu 

World Bank. (n.d.). Legal and Regulatory 

Framework | Gender Toolkit. 

Digitalforwomen.worldbank.org. 

https://digitalforwomen.worldbank.org/le

gal-and-regulatory-framework 

Yermack, D. 2017. Corporate governance and 

blockchains. Review of Finance 

(forthcoming). doi:10.1093/rof/rfw074  

Young), E. (Ernst &. (2013, November 27). 

84% of executives say developing and 

managing teams is essential for future 



Journal of Survey in Fisheries Sciences              10(3S) 5852-5874 2023 

5874 
 

competitiveness: EY survey. 

Www.newswire.ca. 

https://www.newswire.ca/news-

releases/84-of-executives-say-developing-

and-managing-teams-is-essential-for-

future-competitiveness-ey-survey-

513313321.html 

Zyskind, G., O. Nathan, and A. Pentland. 

2015. Decentralizing privacy: Using 

blockchain to protect personal data. In 

Proceedings of the2015 IEEE Security 

and Privacy Workshops (SPW), 180–184. 

Available at: 

http://dl.acm.org/citation.cfm?id¼286778

1 


